EVERYDAY SECURITY
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2. when our information is compromised
4, often hidden in e-mail attachments

10. take sensitive conversations somewhere ____ . what the criminals want
11. you have one of these for each account . required to access data

1. people who enter behind you
3
5
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12. meant for specific employees only 7. scams in your inbox
8
9
1

. keeps your computer defended

13. what to do when you see something wrong . the digital threat

14. information not meant for sharing . how much data should you see?

16. everyone must use theirown 5. do this to your computer when you walk away
17. how you should destroy hard copies
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